Kent Fraud Alert System %

T0 STOP FRAUD

Fake Delivery Text Messages

Fraudsters are sending fake text messages from delivery companies, saying they need more details
or asking you to click a link to reschedule a delivery.

The messages are copying the company's logos and basic information to make you think they are
real.

They will also often ask you to pay a small fee and direct you to click on a
link to make the payment. However, it a scam to obtain your payment card

and personal information. Preventing fraud

Do not click on any link from an unknown sender. Check the number or URL Together,
address and if you are expecting a package go to the company site directly let’s stop

to track your parcel. scammers.

Forward suspicious text messages to 7726 (SPAM). Remember, ABC:

W never Assume

If you think that you may have been a victim of this or any other type of
scam, then contact your Bank immediately, which you can do by calling 159 W never Believe
and report it to Action Fraud at www.actionfraud.police.uk or call 0300 123

2040. W always Confirm

Get the latest ’
Text Message scam advice:

Today 1:41 PM @KentPoliceECU

You've missed our delivery, for
the redelivery of your parcel

please visit: https://myparcel-
ups.com and confirm the

settlement of (1.45).

Report a non-urgent crime online www.kent.police.uk/report
Talk to us on LiveChat — available 24/7 www.kent.police.uk/contact
In an emergency, if crime is in progress or life is in danger call 999

If you have a hearing or speech impairment, use our textphone service 18000.
Or text us on 999 if you've pre-registered with the emergency SMS service.
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